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Abstract of the contribution: This contribution proposes a new solution for flight path authorization by UTM for a UAV.
1. Discussion
UAV devices (e.g. drone) have different characteristics compared to the normal UE (e.g. smartphone). The fundamental differences are coming from the mobility characteristic that UAV can have a path that normal UE is impossible via air-space. However, to be remained as network connected, a UAV have to have a flight path under the network coverage, or need to be consider the path segment that not able to be connected. For the safe and successful operation of UAV, it is fundamental to consider network coverage and expected QoS level before planning the flight path. Moreover, according to TR22.825, there are potential service requirements to protect the network from the interference occurred by UAV operation. 
(1) To provide better service to the UAVs. As we know, airborne UAV may receive more DL signal interference from more RANs because UAVs can see more cells/RANs in the air (described in TR 36.777). If airborne status can be identified, MNO can use differentiated/optimized power control methods. Moreover, if UAV’s type can be identified, an MNO can translate the UAV class to mobility parameters (e.g. Time to Trigger used for handover), which can be used for mobility enhancements.
(2) To protect the network. The airborne UAV may produce higher UL signal interference to the UEs on the ground (Described in TR 36.777), if the UAS-capable UE can be identified, suitable mechanisms or procedures can be used to migrate interference.
(3) To differentiate charging rules. MNOs may want to charge different subscription fees for airborne UAV with UAS-capable UE vs. regular UEs.
The objective of this solution is to provide 3GPP network capability (e.g. coverage, and QoS level) to the UTM/USS to help the flight path authorization. By letting know the UTM about network capability, it can able to decide the flight path matching with the UAV flight purpose without losing of connection or degradation of service. 
Proposal 1. A new solution to provide network capability (e.g. coverage and QoS level map) to UTM/USS to assist UAV flight path authorization to find a path match with the UAV service requirements. 

2.	Proposal
It is proposed to include the added text into the TR 23.754 as a solution for key issue #2.
* * * * First Change * * * *
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Table 6.0-1: Mapping of Solutions to Key Issues
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* * * * Second Change (all new text) * * * *
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This solution is for key issue #2: UAV authorization by UTM.
According to the service scenario of UAV, it is considerable to apply different level of UAV authentication/authorization. The most fundamental requirement is to support UAV authentication/authorization itself by 3GPP network and UTM. However, it is also needed to be considered to authorize the UAV specific decision such as UAV flight path, UAV connectivity. This solution is to support UAV flight path authorization by providing network capabilities to UTM/USS. 
Knowing the network capability (e.g. network coverage or expected QoS level) for a specific area is directly related with the successful and safe operation of UAV. If the UAV network connectivity suddenly dropped, then the desired or planned operation of UAV is impossible, and will be consequence into terrible accidents. Meanwhile, it is also needed be considered that UAV can occur interference to the normal ground located UEs (e.g. smartphone, car). To protect 3GPP network from the interference, the preferred UAV operational area of MNO needed be delivered to UTM/USS. 
The objective of this solution is to expose network capability to AF (USS/UTM). The network capability could contain information such as network coverage, expected QoS level, and no-fly area. By providing this information, it is expected to design more safe flight path for UAV operation by UTM/USS. 
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The below is the principles of the solution: 
· An PCF have a list of no-fly are to protect network from the interference occurred by UAV operations. Note that this information may be preconfigured by the operator.  
· An PCF (or UAV dedicated PCF) can derive the network coverage map, expected QoS level for a specific area. 
· An NEF translates 5G representation of location (list of TAIs/cell IDs) into a general representation (altitude, longitude, latitude)
· UTM/USS authorizes/re-routes UAV flight path to avoid the area such as requested no-fly area, out of coverage, and low-level of QoS for a successful UAV operation (this is out of scope of 3GPP).
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For the procedure to provide network capability to AF (USS/UTM) is depicted in figure 6.X.3-1. 




Step 1. An UAV request flight path authorization (out of scope of this solution)
Step 2. An UTM/USS request NEF to subscribe network capability information (e.g. network coverage, expected QoS level, and no-fly area). The request may contain device type, departure time, flight path, and QoS requirements. 
Step 3. (Optional) an NEF translate geographical representation of flight path into list of TAIs/cell IDs. If UTM/USS have the information of TAI/cell IDs deployment, this step could be skipped.
Step 4. An NEF subscribe PCF for network capability information with translated request in step 3. 
Step 5. An PCF derive network capability information. The network capability information could contain network coverage, expected QoS level, and no-fly area for a requested departure time along with the flight path.  
NOTE: 	It is FFS how PCF derive network capability information. 
Step 6. An PCF notify the network capability information to NEF
Step 7. NEF translate the notification into geographical representation if required. 
Step 8. NEF notify UTM/USS with the translated notification by step 7.
Step 9. UTM/USS response the UAV about the flight path authorization by considering network capability. (out of scope of this solution)
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PCF:
· Need to derive network capability information
· Need to expose network capability to NEF 
NEF:
· Need to translate geographical representation into/from list of TAIs or cell IDs
· Need to expose network capability to UTM/USS
* * * * End of change * * * *
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